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1.
Digital Literacy and 
Citizenship



“ "A digital citizen 
understands the rights and 
responsibilities of 
inhabiting cyberspace."
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“ "Being digitally literate is 
not just learning about or 
even with digital 
technologies, but is being 
able to participate fully in a 
digitally-enabled [society]”
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5 Fundamentals of Digital 
Responsibility
The Internet Code

1. Share with care
2. Know the signs of a potential scam
3. Security and protection
4. Cool to be kind
5. Talk it out
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School Cybersafety Agreements

Read and understand the cybersafety agreement 
with your child
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Digital Efficiency 
1. Confidence

2. Flexibility
3. Apply prior knowledge
4. Identify appropriate tools
5. Self management



2.
Safe Online Habits @ 
Home and Beyond



How can we stay safe 
in a digital world?
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▪ Cyberbullying is willful and repeated harm (i.e., harassing, humiliating, 
or threatening text or images) inflicted through the Internet, 
interactive technologies, or mobile phones.

▪ Netsafe can help with advice on serious cyberbullying such as when 
someone has:

▫ Tried to get someone to hurt themselves
▫ Shared intimate images without consent (leaked nudes and revenge porn)
▫ Encouraged other people to send harmful messages to someone
▫ Done something most people would think is very offensive
▫ Shares someone’s sensitive private information without their permission
▫ Made a false allegation about someone
▫ Shared confidential information about someone without their permission
▫ Put someone down because of their colour, race, ethnic or national origins, gender, religion, sexual 

orientation
▫ Has been indecent or obscene
▫ Threatened to hurt someone or damage their property

Cyberbullying
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https://www.netsafe.org.nz/what-is-revenge-porn/
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At what age would you expect your child to be safe alone in town? 

Age appropriate parenting



▪ Negotiate expectations 
around use of technology 
at home.

▪ Place the family computer 
in a shared area such as 
the lounge. 

▪ Routinely check emails, 
messages, search history, 
viewing history, photos, 
social media, what logins 
have been used, etc. 

Practical Suggestions & Tips
▪ Continually discuss with your 

child about different aspects 
of cyber-safety and being a 
good cyber-citizen.

▪ Keep personal devices in your 
bedroom (or a shared area) 
after your child's bedtime. 

▪ Use software that limits 
usage

▪ Choose different passwords 
for your services
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▪ If you don't understand it, try it for yourself.

▪ OR ask your child to show you how it works.

▪ Very few websites are totally safe or totally unsafe - it depends
on how they are used.

▪ Understand that it will be VERY difficult for you to know what is going 
on if your child decides to hide something from you. Banning them is 
unlikely to work, particularly as they get older.

How do I know a website or app is 
safe?
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Moderation, trust 
and communication

ARE KEY!
Keep talking to your children



3.
MHJC BYOD Devices
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Devices
Devices

Phone Not practical for classroom use

Tablet Allowed with minimum 9.7” screen 
and keyboard - limited usage

Notebook Recommended! MacOS and Windows

Minimum specs: 8GB RAM, SSD hard drive
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Breakout 
Sessions

MHP School Hall
MHJC Theatre
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QA Session
Any more questions?
You can find us at:
admin@mhjc.school.nz
admin@mhp.school.nz
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